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CONFERENCE INFORMATION

CONFERENCE POLICIES

Please wear your name tag badges at all times. As a courtesy to speakers and other attendees, we ask that you turn off or set your cell phones and pagers to vibrate mode during all sessions. 

CONFERENCE PROCEEDINGS 
Conference proceedings and additional information and pictures will be archived on the 2007 C3 conference website http://www.edtechpolicy.org/C32007/ 

COMPUTER ACCESS

Wireless access will be available during conference hours. The registration Check-in desk can provide you with an access code
CONFERENCE BADGES

Help us continue to keep our conference costs to a minimum by recycling your conference badges. After your conference stay, drop your badges in the badge drop off bin located at the registration check-in table. 

CONFERENCE EVALUATIONS

Shortly after the conference, you will receive an email inviting you to complete an online evaluation form (overall conference and individual sessions). Please complete the evaluation (www.edtechpolicy.org/C32007/evaluation.html) - your input helps us be aware of your needs and develop next year’s event. 

Maryland Baseline Academic Integrity Pilot Study
National C3 Baseline Study

For more information about participating in the MD Baseline Academic Integrity Pilot Study please contact Davina Pruitt-Mentle at dpruitt@umd.edu – 410-531-3910.  Please consider participating in the National C3 Baseline Study – the link will be provided at the evaluation link.
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Dear Participants:  
Educational Technology Policy, Research and Outreach (ETPRO) takes great pleasure in hosting this  sixth Cyberethics, Cybersafety, Cybersecurity (C3™) Conference. The core mission of the C3 Conference is to inform the educational community about the ethical, legal, safety, and security implications of technology use.  This year will include insight into hot topics of interest that have surfaced since the 2006, including Maryland’s statewide C.L.I.C.K.S. initiative, youth high-risk online behavior, end user computer security, and limits on online speech and the legal considerations of such for schools. Additionally, recent findings from the CDW-G National Student Safety Index, the Josephson Institute's Report Card on American Youth, NSBA’s Creating and Connecting/Research and Guidelines on Online Social and Educational Networking Study, and the Maryland Baseline Academic Integrity Pilot Study will be shared. 

 We are particularly thankful for support from the National Science Foundation, the CyberWATCH Regional Center, the National Cyber Security Alliance and (ISC)2, , and would also like to thank our sponsors, Northrop Grumman, iKeepSafe, and C.L.I.C.K.S. 

While our primarily goal is to provide a forum for participants to learn and share, another goal is to raise the national consciousness of current and needed awareness training and research in the areas of Cyberawareness that impact educators and students. Our speakers discuss the complexities of Cyberethics, Cybersafety and Cybersecurity and the increasing intricate ways the three intersect.  The conference audience consists of a variety of teachers, administrators, Department of Education personnel, and Library/Media and Technology coordinators, as well as a wide variety of local University faculty, staff and students from various disciplines: computer science, engineering, education, counseling, business, library science and criminal justice. The audience is as diverse and complex as the C3 topics themselves. 

At the closure of the conference, we hope that each participant has left with new knowledge and insights into the vast resources that will help move this important initiative forward. We also hope participants will continue to take part in other events scheduled throughout the month of October. You can view some of these activities in this program and online. We look forward to seeing you again on October 2-3, 2008.
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Sincerely,
Davina Pruitt-Mentle

Director, Educational Technology Policy, Research Outreach

C3 Conference Chair

October 2006
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Dear Participants:

It is my privilege to welcome you to the fifth Cyberethics, Cybersafety, & Cybersecurity Conference.  The University of Maryland Libraries is proud to co-sponsor this year’s conference, which addresses the important issue of academic integrity.

Libraries share the concerns of K20 educators about increased cheating and plagiarism, and libraries need to be part of institution-wide collaborations that address these serious and complex ethical issues.  At the University of Maryland, the Libraries have taken a leadership role in a campus-wide initiative to educate faculty and students on the importance of academic integrity.  It is a role that has been encouraged by our administration and welcomed by our teaching faculty who view plagiarism as a challenging problem and educating our students about it as central to our mission.  It is worth adding that our students too are vitally interested in combating plagiarism and this is strongly expressed in our honor system and court, which they manage.

On behalf of the University Libraries, I welcome you to this timely and important conference.
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Sincerely,

Charles B. Lowry, Ph.D.

Dean of Libraries

October 2007

National Cyber Security Awareness Month
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Each year, the National Cyber Security Division (NCSD) of the Department of Homeland Security (DHS) joins with the National Cyber Security Alliance (NCSA), the Multi-State Information Sharing and Analysis Center (MS-ISAC) and other partners to support National Cyber Security Awareness Month (NCSAM). A national campaign, NCSAM is focused on educating the American public, businesses, schools and government agencies about ways to secure their part of cyber space, their computers and our nation's critical infrastructure. 

This year, the NCSD will join with the Federal Trade Commission and the NCSA to kick-off National Cyber Security Awareness Month by hosting the National Cyber Security Awareness Summit on October 1 at the National Press Club in Washington, DC.  We are also happy to continue our sponsorship of the Annual C3 Conference.
To address the ongoing concern about vulnerabilities in our nation’s information infrastructure and to help individuals protect themselves from online threats, the Summit will bring together experts from government agencies, corporations, small and medium-sized businesses, educational institutions, consumer protection organizations, law enforcement agencies, and non-profits.

The purpose of the Summit is to examine ways to develop an actionable, sustained national awareness campaign and prevention program to inform Federal, State, and local government, educational institutions, small businesses, and home users of cyber security risks and help organizations and individuals protect key resources, critical infrastructure, and their own personal sensitive information and identities from man-made and natural threats.

National Cyber Security Alliance
The National Cyber Security Alliance (NCSA) is a collaborative effort among experts in the security, non-profit, academic and government fields to teach consumers, small businesses and members of the education community about Internet security. The NCSA aims to increase awareness about the risks associated with using Internet technologies and how to help protect against them, while also providing free tips, checklists and best practices for remaining safe while online. 
For more information, visit www.staysafeonline.org.
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Conference Sessions
Thursday, October 4, 2007

Adele H. Stamp Student Union
Grand Ballroom Lounge
8:00 - 9:00 AM  

Registration Check in: Refreshments

9:00 - 9:10 AM 


OPENING REMARKS
 


Davina Pruitt-Mentle

Director, Educational Technology Policy, Research and Outreach

C3 Conference Chair

9:10 - 9:45 AM 
OPENING  KEYNOTE & C3 Award of Excellence                                     

Recipient of the C3 Award of Excellence: 
Maryland Attorney General Douglas F. Gansler 
C.L.I.C.K.S. Initiative 

Presentation:
Laurie Nathan
Outreach Coordinator, NetSmartz
This presentation will share free interactive and educational safety resources including 3-D activities to share with children and teens about how to be safe on-line.  It will also describe the new C.L.I.C.K.S initiative.

9:45 - 10:30 AM 
OPENING  KEYNOTE & C3 Award of Excellence    
Recipient of the C3 Award of Excellence:                   



Detective Sergeant Robert Smolek

Maryland Internet Crimes Against Children Taskforce
Internet Safety Presentation:
Eliott Cohen, Trooper First Class, Investigator

Maryland State Police

As technology goes on and on, Internet crimes against children continue to be a growing problem, as the Internet has provided those individuals with a sexual interest in children unprecedented, unsupervised access to children. Eliott Cohen will discuss computer facilitated crimes against children, with a particular focus on victims, offenders, and those online technologies commonly used to sexually exploit children.
10:30 - 10:40 AM 

BREAK
Thursday, October 4, 2007

10:40 AM - 11:40 PM    

Academic Integrity: Processes and Expectations


Andrea Goodwin
Assistant Director of the Office of Student Conduct
Office of Judicial Programs and Student Ethical Development

11:40 AM – 1:15 PM 

Grand Ballroom 

Lunch and Luncheon Keynote Speaker
Protecting Your Children and Home Computer

Dara Gordon Murray, CISSP 

Director, IT Security Staff, Chief Information Security Officer 
and Senior Security Advisor to the Assistant Secretary for Program Support U.S. Health and Human Services
The McAfee/NCSA Study Findings
Ron Teixeira
Executive Director

National Cyber Security Alliance

1:15 - 2:15 PM 

2007 Recently Released CDW-G School Safety Index


Bob Kirby 
Senior Director for K-12 Education
CDW-G 
2:15 - 3:30 PM


Afternoon Keynote 
Cyber-Safe Kids, Cyber-Savvy Teens, Cyber-Secure Schools 
Nancy Willard, 

Center For Safe and Responsible Internet Use           
3:30 – 4:30 PM            
iKeepSafe and Symantec Mobile Truck Partnership          
Iris Beckwith 
Internet Keep Safe Coalition 
4:30 PM 

Closure and Give Away  


Workshops
Friday, October 5, 2007
Theodore R. McKeldin Library
Special Events Room 6137

8:30 – 9:00  AM  

MORNING REFRESHMENTS & WORKSHOP CHECK IN   

Welcome: 
Davina Pruitt-Mentle

Director, Educational Technology Policy, Research, & Outreach

C3 Conference Chair

Diane Harvey 
User Education Services

Library Services - McKeldin Library 

University of Maryland

9:00 AM – Noon

Cyberbullying and Cyberthreats: Responding to the Challenge of Online 
                      Social Aggression, Threats, and Distress
Nancy Willard, 

Center For Safe and Responsible Internet Use      
Come learn cutting-edge information in an interactive workshop session on how to prevent and respond to the increasingly common problem of cyberbullying and cyberthreats. The session will address real-life online risks students face as they embrace the Internet and other digital technologies:

· Overview of Cyberbullying and Cyberthreats

· Cybertechnologies and Activities

· Research into threats of violence or suicide and how this relates to cyberbullying

· Additional concerns related to youth high-risk online behavior

· Limits on online speech, including family values, school rules, user agreements, civil and criminal law

· Legal Considerations for Schools
Noon – 12:30 PM

Lunch - A light lunch will be provided
Workshops
Friday, October 5, 2007

12:30 PM - 2:00 PM    

NetSmartz

Laurie Nathan, Outreach Coordinator, NetSmartz Workshop 
NetSmartz is a free, interactive, educational safety resource from the National Center for Missing & Exploited Children and Boys & Girls Clubs of America that uses age-appropriate, 3-D activities to teach children and teens how to be safer when online. Participants will learn about Internet dangers and how to effectively teach Internet safety in schools and communities. NetSmartz can easily be adapted to meet each educator’s needs and time constraints.   During the presentation participants will learn:

· The possible dangers children and teens may face online 

· Characteristics of Internet predators and victims 

· How Internet safety resources can help prevent online victimization 

· Techniques for implementing NetSmartz in a classroom 

The NetSmartz Workshop has developed Internet safety materials for use by children and teens ages 5-17. Participants will be introduced to the NetSmartz characters used to teach Internet safety and resource materials offered by NetSmartz. The materials will be demonstrated using real-life stories and case examples.  
2:00 - 3:30 PM
Educator Awareness on Issues of Rights and Responsibilities & Academic Integrity in the K-16 Setting: Addressing Plagiarism in Academic Practice
Davina Pruitt-Mentle

Director, Educational Technology Policy, Research, & Outreach


C3 Conference Chair
The digital age has created new concerns regarding the use of non-traditional electronic and Internet resources in the educational setting. The speed with which students acquire information technology skills may be chronically outpacing educators' abilities to ensure that positive habits of on-line behavior are being formed.

 The core mission of this session is to inform the educational community about the ethical implications of technology use. The presentation will touch on a variety of topics including the latest survey data on state of affairs of youth plagiarism behavior (Josephson Institute of Ethics Study) and the MD Baseline Academic Integrity Pilot Study, positive impact practices and resources for individual and classroom use. Through the presentation of content and exploration through case studies participants will give consideration to responses that can be applied in their own settings. Participants will also learn how to get more actively involved in the MD Baseline Academic Integrity Study and the National C3 Baseline Study. Materials and resources will be provided.

Speaker Biographical Sketches - 2007
Keynotes and C3 Award Winners
C3 Award Recipient 

Douglas F. Gansler

Maryland State Attorney General

C.L.I.C.K.S. Initiative

For eight years prior to becoming Maryland Attorney General, Mr. Gansler had been Montgomery County’s chief prosecutor, where he launched innovative and successful programs to fight gangs, punish criminals, and protect the public. He has an unparalleled record of experience as a State’s Attorney, former Assistant United States Attorney and private litigator.

Prior to being elected State’s Attorney, Mr. Gansler was an Assistant United States Attorney from 1992 to 1998. He prosecuted over 1,000 cases involving almost every conceivable type of crime, including public corruption, hate crimes, narcotic trafficking, sex offenses, child abuse, economic crimes, gang-related violence, and homicides. In one of his most noted cases, he prosecuted the drunk-driving diplomat who killed a 16-year old Maryland girl near Dupont Circle in Washington, DC. While he was a federal prosecutor in the homicide division, he was part of a community-based team that formed the model for many of the advances in community-based justice that he has implemented in Montgomery County.

State’s Attorney, Mr. Gansler recently launched Maryland’s C.L.I.C.K.S. initiative - Community Leadership in Cyber Knowledge & Safety - an educational outreach program designed to equip Maryland’s community leaders with the resources to teach students and their parents about Internet safety.

Laurie Nathan

Outreach Coordinator, NetSmartz

Laurie Nathan is the Lead Outreach Coordinator for the NetSmartz Workshop, a program of the National Center for Missing & Exploited Children (NCMEC). Prior to her arrival at NetSmartz, Ms. Nathan was a staff analyst in the Exploited Child Division (ECD) at NCMEC. During her tenure in the ECD, Laurie garnered extensive knowledge of Internet search capabilities, became familiar with the ways children can be exploited through the usage of the Internet, and worked closely with law enforcement to have these cases resolved.

Prior to her work at NCMEC, Ms. Nathan was the Director of Programs at Prevent Child Abuse of Metropolitan Washington. Laurie managed over 40 volunteers who answered calls on PhoneFriend, a support line for children ages 5 to 15. Additionally, she worked on child abuse prevention outreach campaigns for the Washington, D.C. metro area.

Ms. Nathan graduated with highest honors from Emory University in Atlanta, GA with a B.A. in Psychology and a minor in Art History.

C3 Award Recipient 

Robert Smolek 

Detective Sergeant

Maryland Internet Crimes Against Children Taskforce

First Sergeant Robert Smolek is an 18-year veteran of the Maryland State Police, currently assigned to the Criminal Investigation Division where he supervises the Computer Crimes Unit, a specialized investigative unit dedicated to the investigation of computer intrusion, fraud, identity theft, child exploitation, and the forensic analysis of digital media seized during criminal investigations. 1SGT Smolek also directs the Maryland Internet Crimes Against Children Task Force (MDICAC), a federally funded, multi-agency, multi-jurisdictional virtual task force designed to increase the capacity of Maryland law enforcement to respond to computer facilitated crimes against children.

As a Maryland Police Training Commission certified police instructor, 1SGT Smolek regularly lectures, trains, and provides technical assistance in the area of computer crime investigation to federal, state, and local law enforcement agencies and serves an adjunct professor at Anne Arundel Community College where he teaches a Cybercrime course. 1SGT Smolek holds an MS in Management from Johns Hopkins University.

Eliott Cohen

Trooper First Class, Investigator

Maryland State Police

Maryland Internet Crimes Against Children Taskforce

Trooper First Class Eliott Cohen, a nine (9) year veteran with the Maryland Department of State Police, is currently assigned to the Criminal Investigation Division, Computer Crimes Section. The Computer Crimes Section heads the Maryland Internet Crimes Against Children Task Force, which is responsible for the investigation of Online Child Sexual Exploitation. Tfc. Cohen has been an investigator in the Computer Crimes Section for five (5) and is responsible for conducting criminal investigations relating to crimes facilitated by the use of computers and other areas of high technology. As an investigator, his primary responsibility is to investigate crimes of Online Child Sexual Exploitation. Tfc. Cohen has been recognized as an expert in computer related investigation by Maryland courts and his peers. He regularly instructs federal, state and local law enforcement on how conduct computer related investigations. He also educates children, parents, counselors and school administration about the risks children face when online and how their online presence exposes them to a variety of sexual predators.

As a Maryland Police Training Commission certified police instructor, regularly lectures, trains, and provides technical assistance in the area of computer crime investigation to federal, state, and local law enforcement agencies. Tfc. Cohen graduated from Montclair State University in Montclair, NJ with a B.S. in Political Science and a minor in Psychology.

C3 Conference Chair
Davina Pruitt-Mentle
Director, Educational Technology Policy, Research, and Outreach

Davina Pruitt-Mentle serves as Director for Educational Technology Policy, Research and Outreach (ETPRO).Her primary responsibilities include providing professional development opportunities for educators through workshops and graduate courses, many of which are run on line, and overseeing grant initiatives and research projects that advance effective learning and teaching through technology integration. She has also been instrumental in developing ETPRO’s K-12 STEM Outreach model which introduces or re-engages youth to STEM using culturally savvy, community connected activities, in an informal fun fashion while bridging informal activities to classroom content. 
She has extensive experience in the research, development and delivery of educational media, including computer software, multimedia, distance learning and print materials. She served on the advisory committee for the national TSSA standards (Technology Standards for School Administrators) and Partnership for 21st Century Skills, and presently serves on the Maryland State Technology Plan Advisory Committee, the Maryland TL8 Advisory Council, Prince George’s County Chamber of Commerce Education and Workforce Steering Committee and serves as the Education Chair for the Prince George’s County Technology Council. In 2006 she was appointed to serve on the K-16 Maryland Committee on Library Information Literacy and Ethical Use. She has a three ISTE NCATE Program Review Board appointment.
Her research and development interests have focused on constructivist learning and teaching via technology, through her Young Scholars Mindtools Program, Digital Fluency curriculum and professional development through gaming theory. The Mindtools Program provides a means for students to explore technology applications essential to college success while also focusing on career possibilities that connect engineering, science, math and technology. Critical need areas are emphasized such as IT/IA/IS and digital forensics with a special focus on exposing students to the plethora of career opportunities in cybersecurity. A main research initiative looks at technology as an empowerment vehicle by investigating the meaning of technology in the lives of minority students with specific focus on recent Hispanic immigrants.  Current research includes the Maryland Baseline Academic Integrity Pilot Study and the National C3 Baseline Study. 
She has served as faculty lecturer within the College of Education at UMCP since 2001.  She served as Director of Educational Technology Outreach within the College of Education at UMCP from 2001-2007. Before joining the College, she taught Chemistry (general through AP) at Oxon Hill High School in Prince George’s County, Wheaton High School in Montgomery County, and Charles County Community College, Montgomery College and Central Virginia Community College. She also worked as a contractor in the Fuels Science Division at the Naval Research Laboratory. She has acted as consultant to a number of technology and education-related organizations, and has authored and presented at numerous national, regional and state conferences. Her PhD dissertation at UM in Educational Policy: Community and Educational Opportunity in the U.S.: The Relative Utility of a Community Based Informal Educational Technology Program.
Session/Workshop Speakers

Andrea Goodwin
Assistant Director of the Office of Student Conduct
Office of Judicial Programs and Student Ethical Development

University of Maryland 

Andrea Goodwin is the Associate Director of Student Conduct at the University of Maryland. Her responsibilities include administering and overseeing the University's Academic Integrity Process and advising the Student Honor Council on campus. She meets regularly with students to resolve cases of academic misconduct and serves as a resource to faculty, staff and students regarding issues of academic integrity on campus. Andrea received a Bachelor's degree in Business Administration and a Master's degree in Higher Education Administration from Syracuse University. Andrea received her Ph.D. in Education, Policy, Planning and Administration from the University of Maryland.

Dara Gordon Murray, CISSP

Director, IT Security Staff, Chief Information Security Officer and Senior Security Advisor to the Assistant Secretary for Program Support U.S. Health and Human Services

Dara Gordon Murray is the Director, IT Security Staff, Chief Information Security Officer and Senior Security Advisor to the Assistant Secretary for Program Support at U.S. Health and Human Services (HHS). Formerly as HHS’ Director of the Information Systems Security Division, Program Support Center and the Program Manager, HHS-wide IT Security Program Team, Ms. Murray had oversight responsibility for the implementation of an agency-wide risk management and comprehensive computer security awareness training program for approximately 2000 federal government employees and contract employees. Prior to working for HHS, she was employed for the National Science Foundation and with the U.S. Department of Justice, Tax Division and the Telecommunications Services Staff. Her responsibilities included the deployment of network security for the Justice Consolidated Network, (JCN) which is the first high-speed network using asynchronous transfer mode (ATM) processing sensitive but unclassified federal government information ever to be maintained by a public switch carrier under the Federal Telecommunications Services (FTS) contract. Due to her efforts, she has won several network security awards for technical excellence from the General Services Administration for the implementation of the JCN.

She started her federal career in 1987 as a DB2 and COBOL programmer, prior to being appointed a Computer Security Specialist at the U.S. Nuclear Regulatory Commission. Prior to 1987, she worked as a CICS programmer for the IBM Federal Systems Division in Gaithersburg, Maryland. She holds an AA in Computer Science from Montgomery College, a B.S. in Computer Science and MBA from University of Maryland, Graduate School, and a Post-Masters Certificate in Telecommunications Engineering from Johns Hopkins University.

Bob Kirby

Senior Director for K-12 Education

CDW-G

Bob Kirby, senior director, K-12 education, CDW-G will provide an exclusive look at the comprehensive results of the CDW-G 2007 Student Safety Index and results from the release of the self-assessment tool and discuss the trends and solutions that CDW-G believes are essential to ensuring the security of our schools.

CDW Government, Inc. (CDW-G) released the findings of its first Student Safety Index at the National Education Computing Conference in June 2007. The Student Safety Index set a national benchmark highlighting school districts’ security successes and challenges. Surveying 381 K-12 school district security and IT managers, the Student Safety Index uncovered where districts stand in terms of computer network security, security incident response and emergency planning, and explored the areas that still need attention and improvement. CDW-G believes that feedback from district IT and security personnel is essential to helping communities make security decisions that are in the best long-term interests of students and schools. In August 2007, CDW-G followed up the study with the release of the School Safety Index self-assessment tool to enable members of the educational community to participate in the national study. Both the Index and self-assessment tool help parents, administrators and policymakers understand the importance of implementing and actively supporting physical and cyber security policies.

Ron Teixeira
Executive Director
National Cyber Security Alliance 
As the executive director of the National Cyber Security Alliance (NCSA), Teixeira is responsible for the overall management of cyber security awareness programs and national education efforts. Teixeira works closely with various government agencies, corporations and non-profits to increase awareness of Internet security issues and to empower home users, small businesses and the education community with tools and best practices designed to ensure a safe and meaningful Internet experience. Teixeira has provided security tips on a number of news outlets like CNN, Newsweek, Associated Press, Parade Magazine and Radio and TV News Shows all over the country.

Nancy Willard

Center For Safe and Responsible Internet Use

Nancy E. Willard, M.S., J.D. is a former educator and attorney who has focused on youth online risk issues for more than a decade. She is director of the Center for Safe and Responsible Internet Use and Cyberbully.org. She also is the author of two books: Cyberbullying and Cyberthreats: Addressing the Challenge of Online Social Aggression, Threats, and Distress (Research Press) and Cyber-Safe Kids, Cyber-Savvy Teens: Helping Young People Use the Internet Safely and Responsibly (Jossey-Bass).

Iris Beckwith

Vice President of Program and Partner Relations, Internet Keep Safe Coalition

Iris K. Beckwith, frequent lecturer and child advocate, has spent 13 years of her professional career presenting children, educators and families with abuse prevention and Internet safety education.

Ms Beckwith currently serves as Vice President of Program and Partner Relations of the Internet Keep Safe Coalition where she works to bring Internet safety training and curriculum to children and educators across the country. She recently presented at the D.A.R.E. International conference, Pennsylvania School Study Council, and offered satellite training for Attorney General Tom Corbett (PA) for his Operation Safe Surf Initiative.

As a devoted child advocate and certified abuse prevention education trainer, Iris worked with Childhelp® for 10 years. She has lectured on child abuse recognition and response to professionals and has taught abuse prevention programs to more than 25,000 students. Through AOL’s Internet “SafetyBot” Robot Program, she reached over 40,000 elementary school children with information on how to keep safe online. She has been interviewed for numerous television, radio and newspaper/magazine stories on both child abuse and Internet safety.

Ms Beckwith enjoys spending time with her husband, three grown children, and new grandchild; traveling; Penn State activities; and photography. She has lived in Virginia for the past 35 years.
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Cyberethics, Cybersafety, & Cybersecurity Conference


We would like to thank the following sponsors:




    and support from
Educational Technology Policy, 


Research and Outreach





� HYPERLINK "http://www.edtechpolicy.org" ��www.edtechpolicy.org� 











For more information about 


      National Cyber Security Awareness Month:    �      www.staysafeonline.org


For K-12 Activities:  


      www.edtechpolicy.orgu/C3Institute/c3awareness.html








About Educational Technology Policy, �                                                  Research & Outreach


ETPRO was created to help facilitate effective uses of technology to educators at all levels by providing research-based applied curricular experiences in Instructional Technology and Educational Technology Policy. 


ETPRO offers expertise to you by providing opportunities focusing on the following areas: 


Professional Development 


Curricular Reform 


Evaluation and Assessment 


Research and Dissemination


Collaboration


For more information, visit: www.edtechpolicy.org





®





For more information about 


      National Cyber Security Awareness Month:    �      www.staysafeonline.org


For K-12 Activities:  


      www.edtechpolicy.org/C3Institute/c3awareness.html





Cyber Security.  Make it a Habit.





www.staysafeonline.org








OFFICE OF THE DEAN OF LIBRARIES





6131 McKeldin Library


College Park, Maryland 20742-7011


301.405.9127 TEL 301-314-9408 FAX





About the University of Maryland Libraries 


The University of Maryland Libraries knows that the scholarly information needed to drive the academic enterprise will come in many formats--print, digital, analog and archival formats--and that it is the UM Libraries mission to make access to this body of knowledge as seamless and uninhibited as possible. The pledge to the UM community is that they will exploit information technology fully to do so. You may see the practical evidence of this effort mediated through the Libraries' Website where virtually all the electronic resources provided are accessible using a standard Internet browser.


UM Libraries also know that the best "interface" to information is the personal dialog that goes on between the individual student or faculty member and the librarian. To really learn how the University of Maryland Libraries can meet your information needs, you will want to visit us physically as well as "virtually." Inside the Libraries you will find staff who are the experts in navigating the complex world of information





2007 C3 Conference Committee





Davina Pruitt-Mentle		Clarise Jones		Ron Teixeira


Alyssa Marlow		Mary Radnofsky		Robert Mentle


Marlene Trestman	        Diane Harvey	                Frances Epstein





National Cyber Security Awareness Month


October 2007














About the C3TM Institute


The Cyberethics, Cybersafety and Cybersecurity (C3™) Institute provides outreach services to the educational community about the ethical, legal, safety, and security implications of technology use. 


Our goals are to:


raise community awareness of ethical, legal, safety, and security implications of technology use 


provide guidance to parents, educators, students and policy makers regarding effective strategies, techniques and protocols to assist themselves and young people in gaining the knowledge and skills about ethical, legal, safety, and security implications of technology use 


provide professional development opportunities for educators, and 


help increase the workforce pipeline of information security, information assurance and information technology professionals in the MD/VA/DC area and nationwide


Visit � HYPERLINK "http://www.edtechpolicy.org/C3Institute/index.html" ��http://www.edtechpolicy.org/C3Institute/index.html� to learn more or contact Davina Pruitt-Mentle - � HYPERLINK "mailto:dpruitt@umd.edu" ��dpruitt@umd.edu� – 410-531-3910 








Save the Date


2008 C3 Conference


October 2-3, 2008
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